CyberSafety – Stage 3

|  |  |  |
| --- | --- | --- |
| *Focus and Definition*  *http://www.cybersmart.gov.au/Schools.aspx* | *Concepts*  *http://www.cybersmart.gov.au/Schools.aspx* | *Teaching Resources*  An annotated list of resources for this age groups with links, purpose, focus, and teaching suggestions. |
| Positive online behaviour  Positive online behaviour is the ability to develop positive, appropriate and constructive online relationships with peers, family and strangers in a variety of mediums**.**  Key concepts associated with positive online behaviour include netiquette, appropriate contact and communication with others as well as consideration of issues such as cyberbullying, problematic usage and unethical behaviour**.** | **For a child aged 10–11 years old, this may include:**   * initiating appropriate online communication with others, for example in IM, email, texting or multiplayer games * observing online communication protocols and guidelines when using the internet * demonstrating an understanding of appropriate and safe behaviour when communicating with others in cyberspace * understanding the place for text and instant messaging * defining cyberbullying and understanding how it may affect themselves and others * developing behaviour and resources, such as adult or family support, to cope with cyberbullying * behaving ethically online and when communicating via hand-held technologies.   **Respectful communication/netiquette**   * Appropriate language * Inclusiveness.   **Appropriate contact**   * Adult supervision * Sharing personal information * Responding to unwelcome contact.   **Protecting personal information**  **Behaving ethically online**   * Online * With handheld devices   **Cyberbullying**   * Identifying forms * Responding to * Preventing * Role of bystander * Reporting. | [www.teachersdomain.org](http://www.teachersdomain.org)   * 1. Your own piece of the internet (Video and questionnaire)   2. Series of 8 videos / questions which cover online bullying, mobile phones * Interactive task : Drawing your own line (good one!) Interactive task then moves into discussion :   3. [www.onguardonline.gov](http://www.onguardonline.gov) Friend finder – cyberbullying  Stage 2 and 3 – Heads Up: Stop Think Click (video)  Stand up to Cyberbullying (video)  Both videos on onguardonline.gov   * Cybersmart.engagelive.net – Cybersmart Detectives * [www.cybersmart.gov.au/cyberquoll](http://www.cybersmart.gov.au/cyberquoll) - CyberQuoll * DVD - Let’s fight it out * Cyberbullying films – old.digizen.org/cyberbullying/film.aspx * Safety and Security Online – grades 6-8 Private and Perosnal Information (unit of work at cybersmartcurriculum) * Savvy Online Talk and Messaging – grades 6-8 Social Networking (cybersmart curriculum) * Cyberbullying – grades 6-8 – cybersmartcurriculum * My Digital World – years 5-6 Dep of Educ. Victoria |

|  |  |  |
| --- | --- | --- |
| Peer and Personal Safety  Peer and personal safety involves developing protective behaviours while using a range of online media including social networking.  These behaviours include protecting personal information to safeguard privacy, identifying when feeling unsafe and recognising grooming tactics. | **For a child aged 10–11 years old, this may include:**   * understanding the risks of revealing personal information using ICT * understanding that those met online are strangers and may be a threat to personal safety * understanding appropriate online contact and who to maintain contact with * recognising and reporting inappropriate behaviour by an online stranger to an adult or family member * recognising and reporting when they have encountered inappropriate content online * demonstrating an understanding of how to avoid or exit inappropriate sites (including reporting to authorities such as the teacher, school or the ACMA) * discussing online activities with a family member * acting responsibly by caring for their own and others’ identity and personal information.   **Protective behaviours**   * Privacy * Identifying feeling unsafe * Trusted adults and online help * Personal information—protecting it. | * CyberSmart Curriculum – Safe Talking in Cyberspace * ACMA Cyber(smart) – Kids * ACMA Cyber(Smart) – libraries – Cyber Rules poster – brainstorm, discuss poster * Cybersmart – kids – unwanted content * Education.vic.gov.au – yr5-6 * ACMA Cybersmart – CyberQuoll worksheet 3.5 * CyberQuoll – teachers guide – Episode 2 and 3 in content * Netsmartzkids.org/games/walkabout |